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	Strategy Documents: National Cybersecurity Strategy

	Topics
		Critical Infrastructure
	Cyber Crime
	Cyber Terrorism
	Cybersecurity Awareness
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	Data Protection
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	Incident and Emergency Response
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	National Cyber Defense
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		Western European and other States



	Issuing Body
		Centre for Cybersecurity Belgium (CCB)



	Summary
	The Cybersecurity Strategy 2.0 contains six strategic objectives for the next four years:

	
Strengthen the digital environment and increase trust in the digital environment;


	
Arming users and administrators of computers and networks;


	
Protecting Organizations of Vital Interest from all cyber threats;


	
Responding to cyber threats;


	
Improve public, private and academic collaborations;
-A clear international commitment.


	
The Strategy shapes Belgian policy and aims to secure the cyber landscape at all levels, for all stakeholders.


	
Monitoring, coordinating and overseeing the implementation of the Belgian Cybersecurity Strategy is the responsibility of the Centre for Cybersecurity Belgium (CCB).


	
The Cybersecurity Strategy 2.0 sets goals for 2025 and will be periodically reviewed and adjusted where necessary.
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