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	Strategy Documents: Other Strategy Documents

	Topics
		Critical Infrastructure
	Cyber Crime
	Cybersecurity Awareness
	Cybersecurity Exercises
	Data Protection
	Economy and Finance
	Gender
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	Incident and Emergency Response
	International Cooperation
	National Cyber Defense
	Public-Private Partnership
	Research and Development
	Risk Mitigation and Management
	Sustainable Development
	Training and Education



	United Nations Regional Group
		Western European and other States



	Issuing Body
		Ministry of Transport and Local Government of Iceland



	Summary
	Undertaken by the Global Cyber Security Capacity Centre, University of Oxford; provides 6 recommendations related to the 2015-2026 National Cyber Security Strategy:

	Explicit links to national risks, priorities, objectives, business development, raising awareness, mitigating cybercrime, and protecting critical infrastructure;
	Encourage promotion and implementation of the strategy across government and other sectors;
	Discrete cybersecurity line item in the budget to allocate/manage resources;
	Conduct regular simulations and exercises that provide picture of national cyber resilience;
	Collect and evaluate relevant metrics, monitoring processes, and data;
	Include provision for protection against insider threats.
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	https://www.stjornarradid.is/library/02-Rit--skyrslur-og-skrar/Cybersecurity_Capacity_Review_Iceland_Lokaútgáfa.pdf
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