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	The main pillars of the strategy are:

	Pillar 1: Strengthening the UK cyber ecosystem, investing in the people and skills and deepening the partnership between government, academia and industry
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	Pillar 5: Detecting, disrupting and deterring our adversaries to enhance UK security in and through cyberspace, making more integrated, creative and routine use of the UK’s full spectrum of levers
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